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Privacy Policy 

Updated January 5, 2018 

Any and all users downloading the application (the “Application”) bound to this Privacy Policy, 

must adhere to this Privacy Policy Statement (“Privacy Policy”). Any communication you 

undertake with KoBro via telephone, mail, or interaction offline shall not be governed by the 

Privacy Policy. 

Important 

Your privacy is of the utmost importance to KoBro and for this reason, KoBro has undertaken all 

efforts to ensure that the personal information provided by you for the purposes of your using the 

Services. The aim of this Privacy Policy is for you to understand the information methods 

employed by the Company, including the collection and protection of information, as well as the 

options you are provided for the purposes of maintaining your information and providing it.  

Your use of the Application and downloading of the services entail your agreement to the 

provisions of this Privacy Policy and these signal your consent for us to possess, utilize, and 

process your informal information in the fashions hereinafter described. Your rejection of these 

terms and conditions will be expressed by your decision not to use the Services or download the 

Application.  

Gathering Data and Information Used to Personally Identify You  

You will have a username chosen for you or you may be allowed to choose one on your own. 

Remember, your username will be seen by other people using KoBro during tournaments. Your 

“Account Information” refers to a combination of your full name, e-mail address, username, and 

password.  

The username you chose will appear on your profile page automatically. Whenever you elect to 

add content or information to your profile, this information or content shall be made publicly 

available and appear along with your profile when other users conduct searches. These include 

your username, profile, and profile picture, for example.  

KoBro’s goal is to ensure the ultimate gaming experience for you. For the purposes of discerning 

what you perceived to be our Services’ upsides and downsides, we periodically request feedback. 

Based on your own volition, you may be requested to provide information and/or have it collected 

from you at the time that you: are involved in promos, events, or contests; complete questionnaires 

online; consult customer care with questions, concerns, or comments; start up an account via the 

Services. 

For enhancement of your experience using the Services, frames, cookies, transparent gifs, server 

log analyses, and other technology may also be used by KoBro, the more that they become 

developed. Certain accumulated analytical data and information on your use of the Application is 

already collected by us. Accumulated information is not the type of information that can be used 

to verify your identity or information about you coming from anonymous sources, including the 
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phone network tied to your cellphone, the exact time you visited, your cellphone’s OS or platform, 

the cell phone model you have, the unique device ID assigned to your cell phone, and which 

Application features you accessed.  

The necessity for you to keep your password hidden for your eyes only and for you not to share it 

with anyone else cannot be overstated. Only in the event of your consent will KoBro reveal, sell, 

rent out, or publicize your personal identification information to any third party.  

Purposes of Information Collection 

We do not provide your personal identification information or Account Information in any fashion 

other than as described in this Privacy Policy to non-affiliated third parties to this agreement 

without your consent. There are cases where we may provide your personal identification 

information, accumulated information, and particular statistical analysis to providers of third party 

services as required by law, for the prevention of malicious activities, and third-party auditing 

companies of our Services. Despite this, for such cases we require the third party to conclude an 

agreement, which ensures that they keep your information confidential and prohibit its use in any 

form other than as outlined in the Services.   

The only situations in which we reveal information, i.e. personal identification information, are 

where we believe that for benevolent purposes it is necessary for the purposes of cooperation in 

fraud or criminal investigations. Suppose there was a fraud investigation and we decided that one 

particular side has been involved with shady or deceitful activity, we retain the right to provide the 

victims with their contact information.  

In the event that we receive a subpoena, levy, court order, warrant, attachment, court appointed-

receiver order, or other types of legal proceedings, we also shall reveal information, such as 

personal identification information, including if we receive civil action subpoenas from private 

parties.  

Cache Data Used 

The definition of a cache essentially is a feature of your cell phone, entailing transparent data 

storage for record keeping reasons. Such data identifies mobile devices, but not users. Such data 

are accepted by most browsers and applications, which are initially set up for such a purpose. If 

you so desire, your cell phone can be programed to prevent the storage of this information during 

the Application’s use. Only the collection of such data enables particular Application features to 

function. These data can be utilized to help facilitate data collection and track the use and trends 

of the Application to maximize our service. We enable access to third parties as well who have 

concluded confidentiality agreements to such data to ensure the Application’s use against fraud or 

other illegal undertakings. 

Cookies and Application tracking technologies are used by certain business partners of ours (e.g. 

providers of software that enables analytical tracking). We have no control to affect these cookies 

nor do we have any ability to influence the tracking technologies. The use of cookies and 

Application Cache data by us only is envisaged in this Privacy Policy and does not extend to 

cookies or tracking technologies’ being used by such a business partner plugged involved. 
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Keeping Your Account Secure 

Keeping your account safe and secure required that your password and cell phones stay protected. 

It is your responsibility that these things remain secure and sole responsibility for any events that 

may take place under your account is held by you. It is strictly forbidden to provide your 

Application password to any other person and we will never request that you send via email your 

password or any other sensitive information, despite that we do necessitate your entry of this 

information in the Application sign-up and login forms.  

Beware of any letter or message you receive via any communication channel that requests your 

password or you to send them any information via your email that is sensitive, as these should be 

considered unauthorized and potentially dangerous. In any such case, please report such a situation 

to us right away at info@kobro.com. In the event that you have already provided your password 

or cell phone for whatever purpose to a third party, such a third party shall have the ability to log 

into your account with your personal data and in an instance, you may be held liable for activities 

undertaken via your password. Should you receive information that another individual has 

discovered or received your password, be sure to change it as soon as you can. If you are convinced 

that such an individual has already logged onto your account, please inform us thereof right away 

at   info@kobro.com. 

For the purposes of debugging, Q & A, or other in-house purposes, we retain the right to access 

your password to use it to log into your account.  

Legal Jurisdiction Amendment Update 

The laws by which this Privacy Policy abides are the laws of the United States, notwithstanding 

any international law conflicts.   

Date that Policy Changes Shall Enter into Legal Force 

The Privacy’s Policy’s most up-to-date version shall hold the legal force each individual time the 

Application is sued. Thus, we encourage you to verify this Privacy Policy’s date when you use the 

Application (can be seen at the top of Privacy Policy) and examine and keep in mind any 

amendments that have taken place since previous version. Our company undergoes many changes 

as well as this Privacy Policy does every now and then. All information about you is subject to our 

Privacy Policy, except for cases when other information is provided any changes since the last 

version. Our methods policies will not undergo material transformation in order to reduce customer 

information protection, information which by the way was received in the past by agreement of 

the customers of interest.    

Contact Us 

Should you have any questions, comments, or concerns pertaining to this Privacy Policy as well 

as if you would like something clarified as far as the Application means in which information is 

gathered and distributed, please send us letter to info@kobro.com. 

 


